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Wireless technologies for the Construction Sector – Requirements, Energy and Cost Efficiencies

Alfred Heller, Christian Orthmann

Department of Civil Engineering, Building 118, Brovej, DTU, Technical University of Denmark, +45 4525 1861, alfh@byg.dtu.dk

Abstract – The construction sector has been rather reluctant with respect to the implementation of ITC innovations that other industries have adopted for years. One of the reasons could be the lack of services by the proposed innovations especially the RFID solutions. This technology is well-researched within the building sector and is therefore used to analyse requirements for alternative technologies. The motivation of the current work is to find upcoming technologies that bring improvements into the sector, for example improved life cycle costs and energy efficiencies, increasing quality, construction and operation efficiency and reducing faults and losses.

The paper also lays out requirements expected by the sector. It will be shown that the wireless sensor network technology is a strong competitor that may meet the requirements. By analysing the application of such technologies throughout the building lifecycle, the utilization can be manifold, hereby minimising overall economic costs and maximising the added values for all involved stakeholders.

Based on the expectations of the sector, the experiences with the introduction of the RFID technology and by estimating the applicability of the extra services that follow the wireless sensor network, the paper will line up the requirements that the new technology has to meet to be introduced successfully.
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1 Introduction

The basic idea behind the current work is that there is a need for innovation within the construction and building sector due to, among others, too high margin of errors and necessity of cost reduction. The economic impact of technology can be significant. A Danish consultant report estimated that the savings resulting from error avoidance can reach up to 13-18% of the construction sum [1]. Reduction of losses due to theft, more efficient communication and documentation methods and better construction site management all provide additional economic efficiency.

One of these innovations has been to introduce Radio Frequency Identification (RFID). The technology made no breakthrough within the construction sector as it did in other sectors and industries. The current paper gives some ideas, why this happened. From the experiences with RFID, specifications can be drawn for a new attempt to introduce alternative technologies that are more readily accepted by the construction sector and lead to the desired increase in efficiency, quality, and consequently economical improvements.

The paper proposes wireless sensor networks (WSN) as a promising technology that will bring along a number of additional values. To support the proposal, the value creating services demanded by the sector are analysed and transformed into requirements that the upcoming technology has to meet and that can be tested in further work.

1.1 Motivation

The main motivation of the current work is to reduce the environmental impact of energy usage of buildings. It is our proposal that the application of sensors play a vital role in this respect, enabling insight into the operation and control of the building energy systems. Further arguments for the introduction of wireless sensoring to building processes are:

- Improving efficiency in the building process.
- Improving operational efficiencies including energy performance during operation.
• Economical efficiencies and savings.

With respect to energy efficiencies of buildings, work by the Danish Technological Institute shows potential energy savings between 10-30% by adjusting the different sensors and control settings [2]. Others demonstrate savings based on a commissioning process of between 7-12% [3] and [4], refers to a number of other published work on energy savings due to commissioning. More support are to be found in [5] and [6] which propose energy savings in less quantified terms. The argument of the current paper is that increased flexibility in monitoring systems will entail similar savings as found in literature, but even improve these potentials through e.g. increasing insight, the ability to “debug” the systems and such like. While commissioning is often a onetime activity the above energy savings can be lost due to many reasons, e.g. changes in installations, demands and repurposing of the buildings. Continuous Commissioning is proposed to address these issues and obtain the energy savings for the life span of the building. Flexible sensoring will increase this approach.

Building sensoring is not new. In fact most buildings today are subject to some form of sensoring. Examples of existing building sensoring applications could be: Central or Building Monitoring Systems for large buildings, home surveillance and automation, monitoring and control for small buildings. Today, building sensoring is commonly wired; meaning that the sensors communicate through wiring established in the building. The introduction of wireless sensors brings a number of economic advantages:

1. Expenses for wiring are reduced.

2. Expenses for planning of wiring is eliminated or reduced dramatically.

3. Sensors can be retrofitted even in existing buildings.

Going one step further in the technologies of wireless sensoring, WSN provide even more advantages to the building sector:
1. Flexibility of adding or removing sensors without interruptions or demands for reconfiguration.

2. Inspired by the IT development processes, the application of sensors can bring a new level of monitoring and control into the building, based on known IT skills, tools and procedures.
   a. Testing on basis of standard environments. Running test sequences that can be "knowledge based", e.g. based on AI, simulations and other advanced methods.
   b. Agility/flexibility in hardware and services.
   c. Interface flexibility that is achieved through web-based and other interfaces.
   d. Device flexibility (PC, smart phones and other devices).
   e. Backbone standardizations, flexibility and low cost.

Below, we take a look at the wireless sensor network technology after an historical view on technologies involved.

1.2 From identification towards sensoring – A historical view

The identification of artefacts plays a central role in any process. If you want to control something, you have to be able to identify it. Technologically, this has been addressed firstly by simple labelling that evolved to “tags”, and more recently QR-barcodes. To enable identification and at the same time the storage of a minimal set of information, new electronic solutions are developed and we can expect this evolution to continue in the future.

The aim of this section is not to give a comprehensive survey on the history of identification technologies, but rather to show the main aspects of the different steps in the development of identification schemas. Not surprising, some kind of “label” was probably the first kind of identifier of things – You may have seen your grandmothers jam labelled with some stickers with a hand written “identification” – “Strawberry Jam, 1932”.

Labels where the only available technology before the IT-revolution and is still widely used. The strength of the technology is its simplicity and low price, whereas the weakness lies in the many things that they cannot provide. Labels must have front-to-front contact with the reader which is a rather pivotal limitation for automatic applications. There are also limitations on the information that can be provided through labels. Some of these shortcomings are resolved in the following technologies.

Radio Frequency Identification (RFID) was already available in 1945 as an espionage device by the Soviet Union for identification. Parallel to this development, transponder-based solutions popped up and a more advanced RFID was presented by Mario Cardullo in 1973. The Cardullo [2] technology was introducing as a transponder with memory, hence being able to relate the identification with extra meta-data/information read by external readers. Michael [3] presents a history of automatic identification technologies, from bar codes, to magnetic-stripe cards, smart cards, biometrics and RFID tags, with a very large literature survey on the topic. A reasonable set of applications throughout history are stated by Russos and Vassilis [4].

RFIDs are small electronic devices that can be incorporated in almost any kind of object, clothes, devices, food wrapping, and can be applied almost everywhere. The information is accessed through a reader with no contact, overcoming the limitation of the label’s need for front-to-front contact between the “tag” and the reader, and enables automation of this process, reducing labour requirements. The technology is designed in three basic types, “passive” not using any batteries and activated by the readers, “active” that use batteries to actively communicate with readers, and a third that combines the two by activation of passive devices to an active mode. In any case, the strength of the technology is its simplicity and low price, whereas the drawback of the technology lays in the limited memory capacity. However, at an early stage the strength of the Internet was coupled to overcome this limitation – connecting the identifier to an internet address provides new opportunities for information storage and new business models of pooling of information, as we will see below.
In addition to RFID, there are various kinds of wireless technologies including mobile phone solutions and communication solutions such as WIFI, both are capable of communicating over large distances. On the other end of the spectrum there are “near field communication” solutions.

To establish evidence for the relevancy of the introduction of the alternative technology, the well-known and well-researched RFID-technology is analysed for their proposed impacts and lack of capability reported in literature. Using RFID-technology as a basis, more advanced wireless sensor network technology is examined for further testing of the hypothesis. Identification is one of the main features of both mentioned technologies, but both lack globally uniqueness.

In the current paper an alternative approach “Wireless Sensor Networks” will be proposed, solving the limitations of the RFID solution and providing additional benefits. Before doing so, the application of RFID within building construction and building management is examined to give an idea of the potentials for such technologies and also give us specifications for the functionalities that ought to be met by an alternative solution.

2 RFID in construction and building sector

To establish evidence for the relevancy of the introduction of the alternative technology, the well-known and well-researched RFID-technology is analysed for their proposed impacts and lack of capability reported in literature. Using RFID-technology as a basis, more advanced wireless sensor network technology is examined for further testing of the hypothesis.

In 2006 the application of RFID within the building sector or building management was rather limited even though billions of devices where used in the food industry, warehousing, industrial production, and especially supply chain management involving different actors [4]. A report by ERAbuild [5] gives a comprehensive overview of the subject and reports on applications and research work. The conclusion was
that the achievements from other sectors and industries ought to be exploited in the building sector, such as:

1. direct and automated surveillance maintenance programmes by a click on a PC or PDA\(^1\)

2. inventory control

3. control of right equipment at right place

4. reduction of data entry errors both during 'production' and afterwards in maintenance

However, the report concludes that the implementation in the building industry had not been seen in 2006, even though vendors from industries did act as drivers for the development. A rather important finding was reported by The Danish Building Research Institute [6]:

*In the construction value chain from manufacturer of building materials, distributors, constructors, operators and end users many advantages can be achieved from embedded technology (RFID). However there are very different demands and needs to performance of technology in the different groups.*

The main application for RFID is reported to be related to facility and asset management, but also access control to building sites. These applications tend to give pay backs in form of immediate savings. Cases are reported where construction details, drawings and instruction videos on the web are linked through a RFID and related “tag” information. The application of Building Information Models (BIM) in relation to RFID tags are reported, enabling real time tracking of construction progress, similar to a supply chain monitoring.

As we will find below, the current research takes this diversity into consideration. The report by [5] finally concludes:

*At this stage in use and development of RFID in Construction we must realise that there are many questions and few answers, most cases that we have been investigating are pilots and not full-scale implementations,*

\(^1\) Note that the device technologies have changed in time.
many research papers and development projects have caused great interest and many observers but not any steps into fulfilment of RFID strategies.

Since, the application of RFID is still on-going: Chang, Hung and Peng [7] proposes the application of RFID in combination with sensors cast into wall constructions, and many other applications for crack monitoring are reported. Jacobsen and Poulsen [8] propose the introduction of RFID for quality control and [9] proposes the application of RFID for material identification. Such efforts are sporadic and no master plan seems to lead the development. In the meantime other technologies are pushing, amongst them the Home Entertainment and Surveillances segment, applying wireless Zigbee, Z-wave and other wireless communication technologies. Building health monitoring applications are also presented in research, [10] and [11], applying the below promoted sensor network technology.

By analysing the literature of the involved technologies a number of findings can be extracted. Chang et all. [12] Table 3 and 4, show clearly that the RFID technology was published widely but with low “depth of investigation” in many sectors and industries, the construction industry accounts for 4 out of 316 published papers. These findings are also supported by [1].

2.1 Economic considerations based on construction lifecycle costs

The building lifecycle is e.g. defined in [13] to consist of the following phases: pre-design > design > construction > operation > refurbishment > decommissioning > deconstruction and demolition. By simplifying to relevant tasks for the current study and adding commissioning to the lifecycle, due to the fact that quality assurance and energy efficiency is documented and established at this stage, we use the following lifecycle in the current work:

construction > commissioning > operation > refurbishment > decommissioning > demolition

Regarding commissioning: There are numerous reports on flaws and errors that could be handled during this phase that would lead to a long-term increase in efficiencies. The current system proposal supports
commissioning especially well due to its flexibility, where sensors can be added or removed dynamically without disturbing the operation of the network and with no configuration necessary. This is one of the most powerful features of this technology.

The hypothesis of this work is that - *The introduction of state-of-the-art identification, sensor and communication technologies to the building lifecycle leads to significant economical, technical and societal gains. If sensors are wireless, especially in form of wireless sensor networks, these gains are even more pronounced.*

One of the main arguments for the current solution is that by repurposing the id and sensor components during the lifecycle of buildings, the economic costs become insignificant and the values due to increased services result in efficiency improvements on many performance parameters of the building. The current paper investigates the application of wireless sensor technologies in the given lifecycle-phases and documents the potential of repurposing of the same sensors for different conditions throughout the lifecycle.

3 Wireless Sensor Networks for the Construction Industries

It is apparent from the above status on the application of RFID that there are significant technological and logistical improvements that have not been utilized within the building sector. Hence a more advanced technology is required. In the current paper a wireless network technology is proposed that adds additional services to the identification devices. Due to the fact that the technology is combining many sub-technologies, see Figure 1, it will be presented in detail here.

WSN provides identification of the sensors by wireless communication and storage of information in its memory. This is very similar to RFID. The advance comes from the combination with sensors that add information from the surroundings, and network communication capabilities. The implication of these will
be explained below. In the following a brief introduction to the terminology used in this report is presented.

A WSN consists of a variety of configurations of distributed “nodes”. The individual nodes can be of different types:

**Synchronization node**: A node which collects data from other nodes in the network and possibly sends the synchronized data to a PC or server. Synchronization nodes are in some cases called Terminals or Gateways.

**Node / Sensor node**: A device collecting data through sensors and possibly sends collected data to synchronization nodes. Sensors typically monitor environmental or physical conditions like humidity and temperature.

Nodes are capable of communicating in “hops”; meaning that they communicate with devices in the network through each other. This means that any two nodes in a wireless sensor network can communicate by having messages or data passed through other nodes. Effectively, nodes don’t physically need to be within the communication range of their targets to communicate.

### 3.1 Functionalities required derived from the building lifecycle application

From the above investigation on RFID and the analysis of the demands of the building cycle, we propose the following utilization of the wireless technology for the building lifecycle:

- Production (quality assurance, documentation, facility management)
- Transport (event registration)
- Construction (identification, facility management, assembly support)
- Commissioning (documentation, adjustments)
- Operation (monitoring, optimization)
• Disposal (identification, metadata, waste management)

Services that a future technology must provide that correspond with the proposed utilization:

• Documentation of building components (identification, information storage)
• Easy communication of id and information with existing technologies
• Remote access
• Online warnings - testing
• Flexibility (add and remove sensors in running system with no reconfiguration)

The added values of such a solution are:

• Reduction of errors during design, construction, commissioning, operation.
• Better building performance due to better monitoring (energy, indoor environment).
• Better facility management services due to increased information.
• Cheap and standardized technologies (outside the network itself).

From the collected functionalities the following requirements can be derived for the communication technologies that are to be investigated”:

**Basic functionalities:** These are “identification” of the sensor, memory for minimal information storage over time, which are very similar to the RFID technology. Due to the fact that WSN do store sensor data, the memory space is much larger than for RFID solving this limitation.

**Wireless communication:** RFID stays passive in regard to communication, while WSN broadcast according to the requirements of the given application. The interval of broadcasts, the amount of information
communicated and the strength of the antenna, all contribute to the characteristics of the actual applications. It also has a large impact on the battery lifetime, discussed separately.

RFID can only communicate to special devices (base stations), while the nodes of WSN can communicate with each other, called “communicating in hops”. This introduces much wider application of this technology.

Due to the fact that synchronisation nodes do not have to be very advanced, it is possible to use many in the same installation adding another set of flexibility into the overall solution, e.g. changing from special protocols and tools to well-established IP protocol that enables the utilization of the many tools that are compatible with the internet protocol. This again gives a large space of freedom in system design and economical savings, because no special hardware is used for handling the collected data and information.

**Positioning – localisation:** This functionality is not really a demand by the sector, but is an extra service by WSN that provides many possibilities for localisation of material, components, people and others.

**Long lifetime of battery:** The weakness of WSN is the battery lifetime. There are a few strategies to overcoming this obstacle:

1. Saving energy demand is the most applied solution. This is achieved by optimizing all energy related parameters of the nodes, leading to the wide range of different WSN solutions instead of standardisation. An important requirement here is the demand for state changes where the node changes its behaviour, e.g. frequency of sensor readings and broadcasts, to limit energy demands.

2. Increasing the battery volume which is expensive and requires more space.

3. Introducing energy harvesting in any means. This is an on-going research and development area.

4. Wiring for energy supply, destroying the wireless concept. On the other hand, the wiring can be cheap, simple and short distance.
5. Wireless energy supply, which also is under development and cannot be implemented as a commodity solution.

3.2 Discussion and further work

The paper analyses the lack of break-through for the RFID technology within the construction sector, despite the demand for innovation to reduce the number of errors and improve overall construction efficiency. By analysing experiences from the technology a number of demands were found, which could be transformed into requirements for an alternative technology that may have the chance for widespread implementation in the sector and hereby lead to the expected gains. In future work the requirements can be tested on WSN and other technologies.

A common concern in a WSN is the necessity of batteries in general and especially the battery lifetime. The issue is discussed in literature and several sources mention battery life times in WSN of up to 30 years; even when sending data every minute. [14] [15]. Most sources like [16] only guarantee battery life of about 5 years.

Another untouched question is what limits there are on the range of nodes in a WSN. This is dominated by the antenna characteristics and should be studied very carefully. There exist both long- and short-range WSNs, thus making it possible to fit the network to the application needs. In [17] a long range WSN was tested with a node range of 13.2 km, however the nodes were of significantly larger size than the Sun SPOTs used in the project-experiments. Examples of nodes with a more realistic size for the intended applications are described in [18] these nodes had a range of about 300 m. In regard to the building process 300 m is more than enough for most cases and it could be argued that a smaller range would do as well due to WSNs' ability to communicate in hops. Node range has a dramatic impact on battery lifetime.

The interaction of building information models (BIM) with identification technologies such as RFID and WSN will also be relevant to investigate.
The current study indicates that it is technically feasible to utilize wireless sensors in a network throughout the building process. That said, several important issues were identified and solutions should be considered carefully in preparation for further development.

Introducing sensors with identification capacities at similar costs enhances the services during the lifecycle of building design and construction, enabling the sensors to adjust to the relevant mode of operation. This way the cost of these extra sensors will be funded in the earliest stage of the lifecycle, while still generating savings during the remaining lifecycle stages.

One open question is the possibility for integration of the wireless sensor network with Building Monitoring Systems (BMS) and CMS. The proposed internet connected WSN has its own “backbone” infrastructure (server, database and similar). Hence questions arise on how to integrate them, if the backbone is redundant, or opposite the backbone is an important support and gateway for the BMS. Questions also arise on how to integrate with other wireless services such as Home Automation and more. This is left to later research.

The ability of localisation of the WSN technology increases the service pallet even further, enabling reasonably exact localisation of the sensors themselves and hereby moving objects and even humans, thus enabling emergency situation management and much more.

This vision has already been demonstrated in various implementations. A Danish consultant company, BMT Instruments, provides a moisture monitoring service for clients that have access through the internet to their data. Many others examples can be found. The limitation of these implementations is that they are proprietary, which blocks changes to the behaviour of the sensors, the network and its communication. Therefore research with such systems is very limited in their purpose of designing next generation wireless solutions for the construction sector. Therefore future work will be to develop an open platform implementation that overcomes these barriers. The idea is to design the hardware on open components and build the software infrastructure based on open protocols. The only exception to that is the
communication between sensors and the terminals that may depend on some proprietary protocol, whereas the rest is handled within the web technologies.

Another future development that would implement actuation and decision automation into the overall technology, is described for “Smart Objects”, [19], where both RFID and WSN would play a role. Here, more intelligence is placed into the sensors; even going so far as to utilize “embedded systems” into the individual sensor units.
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